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MENGAPA IT GOVERNANCE

a. Menjamin Kepatuhan:

Memastikan bahwa aktivitas teknologi informasi sesuai dengan regulasi dan kebijakan yang
berlaku, termasuk perlindungan data dan privasi.

b. Meningkatkan Kinerja Organisasi:

Mengoptimalkan penggunaan teknologi informasi untuk mendukung pencapaian tujuan bisnis dan

meningkatkan efisiensi operasional.

c. Manajemen Risiko:

|dentifikasi, evaluasi, dan mengelola risiko yang terkait dengan penggunaan teknologi infor
untuk melindungi aset dan keberlanjutan organisasi.
d. Pengambilan Keputusan yang Informasional:
Mendorong pengambilan keputusan yang didasarkan pada data dan informasi yang akurat,

relevan, dan waktu nyata.



f. Meningkatkan Transpara
Membangun kepercayaan melalui penyediaan informasi yang

kinerja, dan manajemen risiko dalam penggunaan teknologi informasi.
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PROSES IT GOVERNANCE
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4 ISO/IEC 27002

O NIST Cybersecurity Framework
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Reference: COBIT® 2019 Framework: Introduction and Methodology, Chapter 4 Basic Concepts: Governance Systems and Components, Figure 4.2




Information technology infrastructure library (ITIL) features

This slide showsthe features of ITIL, including one terminology, high-quality method, focused on IT, existing operations and practices, inter-related processes, andtasks.

- Only one
Addtext here @ . @ language/terminology

Method of ensuring a high
level of quality

Processesand tasks
(roles) that are related

Keeps attention on the
technology but not limited to
the IT field only

Existing operations and ways
to make them more efficient

2 o This slideis 100% editable. Adaptit to your needs & capture your audience’s attention.
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O NIST Cybersecurity Framework

CYBERSECURITY

FRAMEWORK
VERSION 1.1
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